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Access
Easy, remote access to 
your devices—no public 
IP needed

RMS Management
Seamlessly manage your fleet of Teltonika routers and 
gateways, including comprehensive alerts and 
automation schemes, visual network infrastructure and 
configuration, and advanced remote monitoring 
capabilities.

Compatible with all RUT-Series 
routers, TRB-Series gateways, 

TCR100, TAP-Series AP’s, 
TSW202, TSW212, and OTD140.

RMS Connect
Reach and remotely control your smart end devices 
from anywhere in the world via HTTP(S), SSH, SFTP, 
Telnet, and remote desktop.

RMS VPN
Secure your remote infrastructure quickly and easily 
with robust VPN connections – no extra protocols or 
servers needed. We’ll take care of the complex 
configurations in the background.

RMS API
Integrate RMS into your IoT platform for maximum 
convenience, customisability, and functionality.

Customise
Adaptable interface and 
functionality to best fit 
your solution   

Integrate
API support for 
integrating RMS into your 
solution

Unite
Single platform for your 
fleet of Teltonika and 
3rd-party devices

REMOTE 
MANAGEMENT 
SYSTEM

SUITE OF RMS SERVICES

User-friendly platform for remotely accessing and 
controlling your fleet of devices, tailor-made to meet 
your remote IoT solution needs. 
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– RMS Management
Available in packages of 3, 5, or 10 
years, or via individual credits of 30 
days per device.

– RMS Connect & VPN 
Available on-demand in either a 
10-year, 150 GB package, or via credits 
worth 2 GB each.

Pricing
Try 30 days of RMS Management—free of charge! You also get 5 GB to use in the 
Connect and VPN services for each new RMS company. After that, pricing differs for 
different RMS services:   

The security of RMS adheres to a rigorous security development cycle. 
RMS is hosted on AWS, with an encrypted backup database located in 
Germany and VPN servers in Germany, the U.S., Australia, and Bahrain. 
Device-server communication uses a custom communication protocol 
developed in-house, transported via the MQTT protocol with TLS 1.2 
encryption. 

SECURITY COMES FIRST

Need RMS to work offline? What about custom branding? RMS can 
adapt to your needs—all you have to do is ask.

Adapting to your needs

Standard RMS

Hosted on AWS

Teltonika

AWS

Your choice Your choice

Your choice

Branded as

Rebranded RMS RMS Offline

LEARN MORE


